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1. Business Continuity Management 

 
1.1 What is Business Continuity? 

 
Business continuity, as defined by the International Organisation of Standardisation 
(ISO), is the ‘capability of the organisation to continue delivery of products or services 
at acceptable predefined levels following a disruptive incident.’1 A disruptive incident, 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
/news/2019/ucs-strategic-vision-2020-to-2030.html
/news/2019/ucs-strategic-vision-2020-to-2030.html
/about/governance/ucpolicy/staff/risk-management-and-compliance-framework/
/about/governance/ucpolicy/staff/risk-management-and-compliance-framework/
/support/emergency/plans-and-policies/
http://www.praxiom.com/iso-22301-
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¶ It is a journey, not a destination so continuous review is required. 

¶ It is integrated into the business of usual processes. 

¶ It enables the University to prioritise efforts to minimise the impact of losing 
access to resources in the institution. 
 

The key outcomes of implementing a business continuity management framework for 
the University are to: 
 

¶ underpin the preparedness of the institution, 

¶ enhance the effectiveness of a response to an event, and 

¶ decrease the impact of any disruptive event and increase the speed of recovery – see Figure 
1. 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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BCP workarounds are exceeded. 
 

1.2 Responding to Disruption  
 
Disruption in this conup4xceeded.

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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The primary focus of the group is to ensure continuity of the University’s core activities – learning, 
teaching and research. To enable this, the group will also focus on critical services such as power, 
water and heating.  
 
The CRG works alongside the Incident Management Team (IMT) and continues to function for as 
long as required after the ITM has been stood down. This may be for a period of weeks, months or 
even years, for example, the situation where the University is recovering from disruption as a 
consequence of a major seismic event.  
 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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During any incident at whatever level, coordinated communications are essential. BCPs include 
consideration of communications to stakeholders of specific business units or departments, 
whereas the Emergency Management Plan addresses communications to shared stakeholders of 
the University i.e., students, staff, and government agencies, and are centrally coordinated. 
 

2. UC Business Continuity Plans  
 
Business Continuity Plans enable departments and units to identify key risks that could lead to a 
failure to provide core services, as well as potential workarounds to allow the resumption of service 
in the event of an unavoidable disruption. An effective BCP ensures that core services will recover 
as quickly as possible, ensuring the reputation and security (including financial viability) of UC are 
protected. The Business Continuity Plan template can be found 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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Note: The Hazard Scape is not exhaustive but is informed by lessons learned at UC, 
the Canterbury CDEM Group Plan4 and Risk & Realities: A Mult-Disciplinary Approach 
to the Vulnerability of Lifelines to Natural Hazards.5 
 

2.2 Critical Service Area Plans  

It is recognised that most Service Units and Academic Departments depend upon the 
function of, Facilities Management, Timetabling, Digital Services, and Library Services. 
These service areas require comprehensive BCPs that reflect the widespread impact if 
there is a disruption to the provision of their essential services. In addition, core BCPs 
are expected for Teaching and Learning, Research, and Students (UCSA). The 
Recovery Time Objectives (RTOs) for key central and core services should be arrived 
at in consultation with key-dependent services. 

 
Key aspects of these plans are available on the UC BCP SharePoint site and can be 
used to guide dependent functions and departments on the likely workarounds or 
restoration times for key services upon which they depend. 
 

2.3 Department and Unit Plans  
 
The focus of business continuity should be on essential activities that must be carried 
out for the University/College/Department/Service Units to continue to deliver core 
services. Activities may be ongoing or time-sensitive, and priority is not necessarily 
dependent on which of these is most applicable, nor is prioritisation unchangeable over 
time. An activity that may not at first appear to be essential, may become so in a long-
duration event e.g., accounting functions and enrolment chang2.04 re
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2.5 Sharing Business Continuity Plans  
 
All BCPs should be saved centrally to the UC Business Continuity site (Staff only). 
 
Departments and units should ensure a broad array of staff are familiar with the BCPs and can 
activate these in the absence of the designated lead.  

 
3. Assurance and Testing 

 
3.1 Assurance 

 
The purpose of assurance is to ensure that the business continuity capability of the 
University reflects its scale and complexity, and that the University's capability is 
current, accurate, and complete, and that actions are taken to continually improve 
resilience. Assurance is achieved through the following three activities: 
 

¶ Review; 

¶ Testing; and  

¶ Maintenance 
 

3.2 Review 
 
All departments’ Business Continuity Plans must be reviewed regularly, in order to 
ensure they are kept current and submitted to the Business Continuity SLT lead who will 
annually report to SLT. The report should note compliance with the review process and 
identify any issues that require central management or action. The Emergency 
Management and Business Continuity Manager will facilitate this reporting process. 
 

3.3 Testing  
 
Each unit’s Business Continuity Plan must be tested to ensure it is viable which in turn 
will determine the frequency of the plan’s review. Each Department/Service Unit is 
required to at least annually run a team session that reviews its plan in the context of a 
specific scenario. This activity will be complemented by University-wide exercises. 
 
The Emergency

 

¶    

 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
https://ucshare16.canterbury.ac.nz/PRU/RIS/ris005/UPLOAD%20UPDATED%20BCP/Forms/AllItems.aspx?RootFolder=%2FPRU%2FRIS%2Fris005%2FUPLOAD%20UPDATED%20BCP%2F2023%20BCPs%20checked&FolderCTID=0x0120002B93B3F72ECF9E488595DF5D25C57ACA&View=%7B77DE2EF6%2D321D%2D40A7%2D91F7%2D3A22875BA327%7D
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we needed to communicate early, communicate 

regularly, and that our leadership team needed to be 

visible – to be the face of the institution.” 

Resilience Tested, UC, 2012 
 
In uncertain times business-as-usual communications need to be adapted to fit the 
circumstances. Good communication is essential in all phases of an event, from risk 
reduction to recovery. It is frequently overlooked as staff become focused on other 
aspects of operational delivery. Some communication will be organisation-wide, while 
some may be specific to parts of the organisation. Refer to the communications section 
of the Emergency Management Plan (EMP) for guidance on what centralised 
communications may be expected. 
 
Within units and departments, some points to consider are: 
 

¶ What messages do we need to give to staff and/or students that are specific to our unit or 
department? 

¶ What do we need to communicate with suppliers and potential response and recovery 
partners? 

¶ Do we have the systems in place to enable rapid communication? For example, do we 
have the necessary contact information for all staff, students and other stakeholders readily 
available? 

¶ Who will ensure that these communications take place? 
 
In thinking about communication, some basic components are: 
 

¶ What has happened/is expected to happen? 

¶ What do you know or don’t know? 

¶ What are you doing? 

¶ What do you want them to do? 
 

5. Event Monitoring  
 

5.1 Department and Unit Responsibilities  
 

During any event impacting the ability to deliver core services, the department or unit 
Business Continuity Owner (BCO) needs to report to either the Business Continuity 
Lead (BCL) in the Incident Management Team (if a Level 1 or Level 2 event occurs) 
or the Core Recovery Group (CRG) where they are unable to resume critical 
activities i.e. where the scale of the event has exceeded the capacity of any 
workarounds available. This is to enable the IMT or CRG to prioritise resources and 
activities as necessary to support business resumption. 
 
Business Continuity Owners will need to report the status of key activity areas using 
the Key Activity Areas Report Template (see Appendix 2). To illustrate, during the 
latter stages of the COVID-19 pandemic, Academic Department A may have 
submitted the following: 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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Event: COVID-19, Level 4 Lockdown 

Department: ABCD Date: 15 May 2020 
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Definitions | Tautuhinga  
 
Business Continuity Owner (BCO) – The owner of a unit’s business continuity plan. 
 

http://www.canterbury.ac.nz/ucpolicy/GetPolicy.aspx?file=Metapolicy.pdf
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Key dependency  Potential work-around 
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Appendix 2: Key Activity Areas Report Template 
 
 

Event: 

Department: Date: 

 
Status 
/Activity 
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